Access Grid Toolkit 2.0 Configuration

Introduction

The Access Grid Toolkit includes a Virtual Venues Client and software for building and managing Access Grid Nodes (AGN). This software provides the extending of AGN’s by simply adding services to machines that are part of the AGN, or adding machines to the AGN. The three basic places where configuration is needed for the end user is for the Node Service, the Service Manager and for the Venue Client. The Node Service and the Service Manager should be installed by an administrator and configured at installation with the system wide configuration information. The Venue Client is used by each user to access the Virtual Venues, and requires user specific information to operate correctly – this information is provided by the user and kept in a user specific location.
Access Grid Toolkit Configuration Data
The configuration of the Access Grid Toolkit (AGTk) software includes the basic software installation, system wide configuration, and per-user configuration. Additionally, the AGTk provides the ability to simply extend its functionality by installing new node services and applications. Administrators can add these and make them available system wide, or users can install them for themselves. This has an impact on what information is stored in the system wide and per user configuration.

Per-system configuration

Each installation requires some system wide configuration information for all users. This information is stored in the system configuration location.  This information includes:

1. Trusted CA Certificates – This is a list of certificates from Certificate Authorities
 that are trusted.
2. Node Service Configurations – These are stored configurations for the AGN.
3. Application Repository – This is where system wide AG specific applications are installed.
4. Service Repository – This is where system wide AGN Services are installed.
Per-user configuration
Each user has a configuration location that allows them to provide more user-centric configuration information. This configuration location houses the following data:

5. Client Profile – This profile represents the user in the system, it includes information such as their real name, email address, phone number, geographic location, home virtual venue, etc.
6. Identity Certificates – These are certificates issued by a Certificate Authority, used to prove the user identity to entities requiring certificate based Authentication.
7. User Specified Trusted CA Certificates – This is a list of additional Certificate Authorities that the user trusts.
8. Venue Client Preferences – The user tailored preferences for the Venue Client software.
9. Application Repository – This is location of the applications the user has installed for their own use.
10. Service Repository – This is the location of the AGN Services the user has installed for their own use.
Run-Time Configuration


There is a need for two types of run time configuration data; temporary and long term. The difference is primarily that the temporary data is relevant only for the duration of a single execution, but the long term data is relevant across multiple executions. There are well established mechanisms for dealing with temporary data, but in order to support long term data primarily for AGN Service Managers, there needs to be a location and an interface for finding that location. This is currently necessary for services that have been downloaded and installed by Service Managers.
Configuration Data Access

The configuration information is layered with the following layers, the numbering represents the order in which the information is discovered and, if found, returned to the executing software.

1. Per-user configuration 

2. Per-system configuration

3. Developer specified configuration
4. System specific default configuration information
The Developer Specified configuration is a mechanism for developers to override configuration information so that they can use multiple releases of the software. It also enables developers to work with multiple versions of the AGTk at the same time.

Application Programmers Interface

Conclusion

This document lays out the configuration layer that exists below the AGTk software. This configuration layer provides the ability for users to entirely tailor their experience with the AGTk, share configurations system wide, and enables developers to override the defaults.
� A Certificate Authority issues certificates to entities. To believe a certificate represents the entity you must trust the Certificate Authority’s policies and procedures for verifying identities before issuing certificates.





