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1. Introduction
The Voyager Multimedia Server is an archive and replay system for digital media.  Voyager has been in use for almost ten years as a tool to archive and replay multicast audio and video sessions.  It has been extended to archive dynamically typed RTP data, to support archiving tracking data from virtual reality devices like the CAVE™. More recently it has been used to archive and playback Access Grid Meetings.

The primary functionality delivered in Voyager 2.0 includes documenting the Voyager Multimedia Server, exposing internal interfaces, client interfaces, and interfaces to third-party solutions for security and data storage.  In addition to documentation, Voyager 2.0 will support archiving multiple types of data, administrative interfaces, and security.

This document lists the requirements for Voyager 2.0, and then defines an architecture that satisfies those requirements. Since Voyager 1.0 doesn’t have a documented architecture, we will enumerate parts of the Voyager 2.0 architecture carried forth from 1.0.  

2. Requirements

2.1. Voyager stores Metadata

The primary content that Voyager has to store is the metadata about the archived sessions. This metadata includes information about the owner, participants, when the session occurred, formats, quality, and storage location. This information is used to support the other requirements below.
2.2. Voyager manages Archives
Voyager provides mechanisms to manage archives, including storage, import, and export. These three operations allow Voyager to fulfill its primary goal for archive and playback of sessions, but also support off-line archiving, transporting archives, and archive replication if they are desired.
2.3. Voyager has Client Interfaces

Voyager’s client interfaces provide the ability to search for and playback archived sessions and to create new archives. Client operations also include the ability to import and export archives.
2.4. Voyager has Administrative Interfaces

Voyager’s administrative interfaces enable storage and user management, archive management, and security management. Storage management is the addition, removal or configuration of storage facilities (either local or remote). User management is the addition, removal or configuration of user profiles. Archive management is the addition, removal or configuration of stored data (e.g. deleting a large portion of data that’s stored offline). Security management is the addition, removal or configuration of trusted security services.
2.5. Voyager must be Secure
Voyager assumes there are two classes of privileges, normal users and administrators. In order to ensure users do not perform operations that are not allowed by their privileges and further to protect the archived data Voyager needs to incorporate authorization mechanisms.  Protecting that data includes providing ways for the data to be securely transported to and from the Voyager storage solution and providing access controls.  In order to support authorization for administrative, archiving and playback operations, Voyager needs to know the identities of the users accessing its services.

Assuming identification (and authentication) is provided by a third party solution, Voyager will have to address the authorization problem. Voyager can also interface with third-party storage solutions that may or may not support the Voyager security solution.
3. Voyager Architecture

3.1. Resources

3.1.1. Sessions

Sessions are time delimited interactions; they can be used to represent meetings, events, or other activities. Voyager archives sessions.

3.1.2. Archives

Archives are digitally stored sessions. The degree to which a session can be archived depends upon the client technology, typically audio, video and text is archived from a session. Archives should include information about the participants of the session to support security requirements. It is suggested that archives also include information about the network performance during the recording of the archive. This information can be used to rate the quality of the archive later. Archives can also include authorization policy information, it is suggested that archives have a standard authorization policy that enables any participant in a session to view the archive. It is also suggested that making an archive readable by any user should be trivial as this is also a common case.
3.1.3. Storage
Voyager stores the archives for later retrieval and playback. Minimally Voyager must have local storage for some number of archives, but it is also expected that network accessible archives will become a standard part of Voyager.

3.1.4. Users
Enabling users to archive and playback sessions is the highest level goal of Voyager. Voyager needs to know about users to support the security requirements discussed. 
3.2. Operations

3.2.1. Create a new Archive
This allows the creating and archiving of a session. It is suggested that this allow both immediate recording and scheduled recording of a session at a later date.

3.2.2. Delete an Archive
This functionality allows owners or administrators to remove an archive from a storage facility.
3.2.3. Search for an Archive

This functionality allows users to find archives.

3.2.4. Export an Archive
This functionality allows a user or administrator to take an archive out of the storage facility. It is recommended that exported archives have a standard format that makes them easy to transport (e.g. via email or CD-ROM) and import into other applications (e.g. Adobe Premiere, Windows™ Movie Maker).

3.2.5. Import an Archive

This functionality allows a user or administrator to put an archive into a storage facility.

3.2.6. Replay an Archive

This functionality allows users to replay an archive for viewing. It is recommended that users be able to view archives that are being recorded.

3.2.7. Annotate an Archive

This functionality allows users to create a new session based upon a previous archive that incorporates new data.

4. Conclusion
We have discussed the requirements of the Voyager Multimedia Server, discussing storage, archiving, and playback, including new functionality like archive annotation.  We have shown what resources and operations a Voyager Server must support in order to satisfy these requirements.
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